¥ governance risk management

Summary

o The Pensions Regulator (TPR) has consistently emphasised the importance of
strong risk management in defined benefit (DB) schemes.

« Risk management exercises undertaken by trustees should include scenario
testing on how a pension scheme failure could happen.

« Each scheme should have its own risk register to identify specific risks and
outline actions to manage them. Each risk should be evaluated or ranked by status,
monitored and reviewed regularly.
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necessary support to the scheme, either
because the employer covenant weakens
or the scheme deficit gets out of control.

“Trustees need to ask themselves
whether the employer can afford to bear
the amount of risk being taken in this
scheme. If the answer is ‘no; then they
have to reassess whether they should ask
for more contributions and whether their
investment strategy is sustainable. TPR
is due to give further guidance on what
it views as an acceptable level of risk in
their upcoming revised Funding Code of
Practice.

“Trustees also shouldn't forget the
risk in the employer’s business and
need to ask difficult questions. While
everything might be running well now,
they need to understand what could
cause the employer to weaken, and how
likely this is to happen. Having a regular
dialogue with senior staft of the employer
will really help with this”

However, Ramsey concedes that
even with the best strategy in place
things can go wrong. Again, Carillion
is a classic example. As early as 2010
and again in 2013, its pension trustees

contacted TPR to request the regulator’s
assistance in getting the company to pay
more into the schemes. Yet as Work and
Pensions Committee chair, MP Frank
Field, observed, Carillion had “a wholly
deficient corporate culture, studded with
low-quality management more interested
in meeting targets than obeying rules”.

Identification and action

Aegon’s head of pensions, Kate Smith,
recommends that trustees begin by
identifying the company’s current and
future risks. “They can do this using a
range of techniques including talking

to service providers, learning from past
problems, looking at worst-case scenarios
and horizon scanning;” she says.

“Each scheme should have its own
risk register and clear risk statements.
The register documents the identified
risks, and outlines actions to manage
each risk, which should be evaluated or

ranked by status, monitored
and reviewed regularly.
Documenting decision-
making is a clear way of
managing risk”
Sackers associate director
Naomi Brown agrees that
trustees must
be increasingly
comfortable with
both assessing
and managing
risk. “Operational
risks, financial risks,
investment risks,
reputational risks and
that relatively recent, but
potentially scary, addition
of data/cyber risk - to put it
bluntly, there’s much that could
go wrong and the stakes are
high?”
What's more, the list
continues to grow. Aegon recently
recommended that, with all UK
employers having now published
their gender pay gap data, companies
“kill two birds with one stone” by
tackling gender pay equality while

governance v

also addressing the gender pension

gap. The latter problem will otherwise
likely be exacerbated by factors

such as women disrupted working
patterns and auto-enrolment, which
disproportionately excludes more women
from workplace pensions.

A 10-point plan
Brown outlines a 10-point plan for
scheme trustees in addressing risk:

1. Take risk management seriously:
Trustees should understand the risks
they face, their responsibilities for
mitigating/managing them and the
potential consequences of failing to take
appropriate action. Appropriate training
can help them start proactively managing
risk.

2. Establish a framework for identifying
and managing risks: Trustees have
various legal obligations to assess and
document risks. A risk register enables
them to record their internal controls and
develop an integrated risk management
plan for funding, covenant and
investment. A general risk management
framework should also be developed to
meet their various obligations on data
risk.

3. Review it regularly and remain
vigilant for new risks: Trustees need to
review their risk management framework
regularly (at least annually) to ensure it

is being complied with and to update it
in response to scheme changes, new and
emerging risks and reflecting industry
best practice.

4. Openly discuss risks and establish
clear lines of communications: Trustees
aren’t generally “at the coal-face” of the
scheme and often dependent on others to
raise an alarm if something goes wrong
or a new risk needs to be addressed. It's
therefore essential to establish a culture
where risks can be discussed openly and
there are clear lines of communications
with key providers.
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